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Cookie Policy

Welcome to the Resilience & Security Frameworks Ltd.’'s (RSF) privacy policy
(“Privacy Policy”).

Cookies are small text files that are placed on your computer by websites that you
visit. They are widely used in order to make websites work, or work more efficiently,
as well as to provide information to the owners of the site.

We also use third party software packages for marketing activities that may contain
cookies.

Use of Cookies

The RSF Website, Wix.com and other third- parties we use to provide services use
cookies and similar technologies. A cookie is a small information file sent to your
computer, mobile phone or other device when you visit a website. The website will
recognise your device when you visit it again and make the service we provide more
useful to you.

Cookies can be “persistent” or “session” cookies. Both types maybe used with the
RSF Website.

Session cookies are used to keep track of information needed by a user as they
travel from page to page within a website. They have a short lifespan and expire
within a few minutes of the user leaving the site.

A persistent cookie is a file stored on a user’'s computer or other device that
remembers information settings, preferences or sign on credentials the user has
previously saved. This saves time and enhances the website experience. These
cookies usually have an expiration date.

The cookies used with the RSF Website fall into the following categories:

Category 1: strictly necessary cookies

These cookies are needed to enable the website to provide services you require, like
moving around it and using its features. They also authenticate who you are.

Category 2: performance cookies



These cookies collect aggregated information about how people use the website and
its features and analyse traffic on it. They do not collect information identifying an
individual. They are used to improve the website’s service and understand users’
requirements.

Category 3: functionality cookies

These cookies enable the website to remember choices you make and so provide
more enhanced features tailored to your requirements. The information they gather
may be anonymised to help improve the operation of the website.

Category 4: targeting cookies or advertising cookies

These cookies collect information on your website browsing and are used to make
advertisements more relevant to you, limit the number of times you see an
advertisement and measure the effectiveness of an advertising campai

Wix uses cookies for important reasons such as to:
- provide a good experience to users of the RSF Website
- identify users registered on the RSF Website

- monitor and analyse the performance, operation and effectiveness of
Wix’s platform

- ensure Wix’s platform is secure and safe to use.

If you are referred by a third-party website to the RSF Website or click on a hyperlink
on the RSF Website which takes you to a third-party website that third-party website
or application may use cookies and you should refer to its privacy and cookies
policies.

We cannot control some of the cookies stored on your computer by third parties we
work with to provide on-line services to you and you should manage these directly
with the third parties. Further details and links to their privacy policies are in the
Schedule to the Privacy Policy.

Removing Cookies and Consent

If you want to delete any cookies already on your computer the help and support
section of your Internet browser has information to help you. Please note that you
may not be able to use certain features of the AINIS Website if you delete cookies or
disable future ones.

To contact us about this Cookies Policy please email us at
contact@resilienceandsecurityframeworks.com

How do | change my cookie settings?



Most web browsers allow some control of most cookies through the browser settings.
To find out more about cookies, including how to see what cookies have been set,
visit www.aboutcookies.org or www.allaboutcookies.org.

Find out how to manage cookies on popular browsers:
e Google Chrome
e Microsoft Edge
e Mozilla Firefox

o Microsoft Internet Explorer

Opera
Apple Safari

To find information relating to other browsers, visit the browser developer's website.

To opt out of being tracked by Google Analytics across all websites,
visit http://tools.google.com/dipage/gaoptout.



http://www.aboutcookies.org/
http://www.allaboutcookies.org/
https://support.google.com/accounts/answer/61416?co=GENIE.Platform%3DDesktop&hl=en
https://privacy.microsoft.com/en-us/windows-10-microsoft-edge-and-privacy
https://support.mozilla.org/en-US/kb/enable-and-disable-cookies-website-preferences
https://support.microsoft.com/en-gb/help/17442/windows-internet-explorer-delete-manage-cookies
https://www.opera.com/help/tutorials/security/privacy/
https://support.apple.com/en-gb/safari
http://tools.google.com/dlpage/gaoptout

